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51st floor, Addax Tower, Al Reem Island, Abu Dhabi, UAE 

info@forwarddefense.com 

www.forwarddefense.com 

Intelligence Analyst Associate 

LOCATION  ABU DHABI, UAE 

Summary of 
Position 

The Associate Intelligence Analyst is part of the analysis team. 
The intelligence analysis team primarily is responsible for 
creating analytical intelligence products, supporting ongoing 
projects, initiatives, programs and on-demand intelligence 
requests.  

Duties and Responsibilities 

  
 Provide timely intelligence analysis reports and support client deliverables;  
 Collaborate internally and externally to develop and enhance analytical products;  
 Support ongoing projects and initiatives and respond to on-demand intelligence 

requests;  
 Create, maintain, and triage alerts to support the intelligence requirements program;  
 Receive, prioritize and respond to Requests for Information (RFI) from clients;  
 Identify intelligence collection gaps, communicate findings and collection 

requirements to “on-the-ground” researchers;  
 Analyze several disparate data sources to produce analytical products;  
 Provide analytical and operational support to “on-the-ground” researchers;   
 Create and document processes and standard operating procedures to support team 

resiliency;  
 Analyze raw data sets and extract relevant insight; and  
 Deliver timely products with minimal supervision.  

 
Qualifications, skills, knowledge or experience 
 

 Degree in intelligence, cybersecurity, criminology, computer science, information 
technology, information security, engineering or equivalent working experience; 
master’s degree is a plus;  

 Must be an adaptable, inquisitive and self-motivated team player with strong analytic 
skills, eager to learn and have the ability to work independently or as part of a team;  

 Demonstrated ability working independently and under pressure with minimal 
supervision;  

 Demonstrated ability to learn new products, tools and technologies quickly;  
 Excellent written and verbal skills; fluency in English is required;  
 Basic understanding of the cybercriminal underground ecosystem, terminology and 

common  
 hacking tools and methods, such as carding, fraud, exploits, malware, vulnerabilities etc.;  
 Knowledge of multiple computing platforms, including Windows, OSX, Linux and Unix;  
 Coding and scripting experience are a plus;  
 Basic knowledge of intel doctrine and intel lifecycle;  
 Database and query language experience is a plus; and  
 Good open source intelligence (OSINT) gathering skills is a plus. 

 

How to apply: Respond via email to info@forwarddefense.com 


